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ПОЛИТИКА  

видеонаблюдения в ОАО «Технобанк»  
 

г. Минск 
 

1. Настоящая Политика видеонаблюдения ОАО «Технобанк» (далее – 

Политика, Банк) разъясняет субъектам персональных данных как, для каких целей 

и на каком правовом основании их изображения, зафиксированные на камеры 

видеонаблюдения, видеорегистраторы, используются или иным образом 

обрабатываются, а также отражает имеющиеся в связи с этим у субъектов 

персональных данных права и механизм их реализации. 

Издание Политики является одной из обязательных принимаемых Банком 

мер по обеспечению защиты персональных данных, предусмотренных статьей 17 

Закона Республики Беларусь от 7 мая 2021 г. № 99 З «О защите персональных 

данных» (далее – Закон).  

В Банке осуществляется видео- и аудиозапись (далее – видеозапись) и 

ведется в режиме 24 часа в сутки семь дней в неделю. 
В Банке видеонаблюдение осуществляется без согласия субъекта 

персональных данных на основании абзаца двадцатого статьи 6 Закона. 
2. Установка системы видеонаблюдения на объектах Банка осуществляется 

в соответствии с ее целями и задачами. Места расположения видеокамер, их 

технические характеристики определяются исходя из требований технических 

нормативных правовых актов Республики Беларусь. 

Установка видеокамер в помещениях, где работники Банка не выполняют 

служебные обязанности (туалетные комнаты, бытовые помещения и др.), 

запрещается. 

Клиенты Банка информируются о ведущемся видеонаблюдении 

посредством размещения в зонах обслуживания специальных информационных 

табличек. 

В Банке запрещается использование устройств, предназначенных для 

негласного получения информации. 

Видеонаблюдение ведется при помощи камер открытого видеонаблюдения 

для документирования событий, происходящих на объектах Банка и 

прилегающих к ним территориях. 

Система видеонаблюдения и видеозапись в Банке не используются для 

учета фактически отработанного времени работниками Банка и уникальной 

идентификации лиц, изображенных на видеозаписи. 

3. Камеры видеонаблюдения устанавливаются в Банке в открытых местах с 

направлением и охватом следующих зон:  

периметр объекта Банка, подходы и подъездные пути к нему; 



2 

 

места въезда-выезда машин на охраняемую территорию, стоянки 

служебного транспорта; 

внутренние помещения Банка, по которым производится транспортировка 

денежных средств и других ценностей; 

другие помещения и места, представляющие интерес с точки зрения 

обеспечения безопасности функционирования объекта Банка, соблюдения 

пропускного и внутриобъектового режима. 

При нахождении объекта Банка (кроме обменного пункта) внутри 

помещений/объектов, оборудованных видеокамерами других организаций 

(собственников либо иных законных владельцев помещений/объектов, в которых 

размещены объекты Банка), допускается контролировать только ту часть 

помещения/объекта, с которой соприкасается объект Банка.  

4. Видеозапись осуществляется в автоматическом режиме на 

видеорегистраторы или иные устройства, используемые для хранения 

видеоинформации. Срок хранения видеозаписей зависит от технических 

возможностей и объема памяти на устройствах хранения информации в 

структурных подразделениях Банка и составляет не менее 30 суток, после чего 

происходит их автоматическое удаление (перезапись). При соблюдении 

требований ст. 4 Закона срок хранения видеозаписей может превышать один 

месяц. 

В случае получения информации о возможной фиксации устройствами 

системы видеонаблюдения ситуации, имеющей признаки совершения 

дисциплинарного проступка, административного правонарушения, 

преступления, а также иных конфликтных ситуаций, по устному поручению 

Председателя Правления Банка, лица, исполняющего его обязанности, либо 

руководителя структурного подразделения, не имеющего самостоятельного 

баланса, его заместителя срок хранения может быть продлен на период 

проведения соответствующих мероприятий путем копирования информации на 

машинный носитель информации. 

5. Видеозаписи не могут быть использованы работниками Банка в личных 

и иных целях, не связанных с профессиональной деятельностью, и не подлежат 

изменению, использованию, копированию, распространению и предоставлению, 

кроме случаев, предусмотренных законодательными актами. Доступ к архивам 

видеозаписей имеют только работники, определенные руководителем Банка. 

6. Права субъектов персональных данных на получение информации, 

касающейся обработки персональных данных в Банке, реализуются в 

соответствии со ст.11, 12 и 14 Закона. 
7. Для реализации своих прав, связанных с обработкой изображения 

субъекта персональных данных, зафиксированного камерами видеонаблюдения, 

расположенными в помещениях и на территории Банка, субъект персональных 

данных подает в Банк заявление в письменной форме или в виде электронного 

документа. 

В связи с тем, что в Банке видеонаблюдение не используется для 

уникальной идентификации лиц, изложение сути требований субъекта 
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персональных данных должно содержать дату и период времени записи 

изображения субъекта персональных данных. Период времени определяется 

в пределах часового интервала. 

Рассмотрение заявления субъекта персональных данных осуществляется в 

течение пяти рабочих дней при участии должностного лица, ответственного за 

обработку персональных данных, если иной срок не предусмотрен 

законодательными актами. 

8. Банк не рассматривает заявления субъектов персональных данных, 

содержание которых не соответствует ст. 14 Закона.  

9. Запись информации видеонаблюдения не подлежит передаче третьим 

лицам за исключением случаев, предусмотренных действующим 

законодательством Республики Беларусь. 

Информация, полученная посредством видеонаблюдения, предоставляется 

в правоохранительные и государственные органы только в случаях, 

предусмотренных действующим законодательством Республики Беларусь на 

основании их письменного запроса. 

В случае нестандартных ситуаций просмотр копии видеозаписи субъектом 

персональных данных возможен в случае отсутствия на данной копии 

видеозаписи изображения иных субъектов персональных данных. 

10. За содействием в реализации прав, связанных с обработкой 

персональных данных в Банке, субъект персональных данных может также 

обратиться к должностному лицу, ответственному за осуществление внутреннего 

контроля за обработкой персональных данных в Банке, в том числе направив 

сообщение на адрес электронной почты: dpo@tb.by. 

11. Вопросы, касающиеся обработки персональных данных, не затронутые 

в настоящей Политике, регулируются законодательством Республики Беларусь. 
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